|  |  |
| --- | --- |
| AZIENDA SANITARIA PROVINCIALE | **Servizio Sanitario Nazionale – Regione Sicilia**  **AZIENDA SANITARIA PROVINCIALE AGRIGENTO**  **Direzione Generale**  **Ufficio Protezione dei dati**  Tel 0922/407232- mail: [ufficio.protezionedeidati@aspag.it](mailto:ufficio.protezionedeidati@aspag.it);  pec. [dpo@pec.aspag.it](mailto:dpo@pec.aspag.it);  Viale Della Vittoria n. 321, Agrigento 92100  Web: [www.aspag.it](http://www.aspag.it) |

**ATTO DI NOMINA A RESPONSABILE DEL TRATTAMENTO**

Tra

Azienda Sanitaria Provinciale di Agrigento, con sede legale in Viale della Vittoria n.321, 92100, Agrigento, P.IVA 02570930848 nella persona del proprio rappresentante legale *pro tempore* (il “**Titolare**” o “**ASP Agrigento**”)

e

L’Operatore Economico \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, con sede legale in Via , –cap - nella persona del proprio rappresentante legale dott.

(di seguito definite singolarmente “**Parte**” e collettivamente “**Parti**”)

**PREMESSO CHE**

L’Operatore economico e l’ASP di Agrigento hanno stipulato un contratto, avente ad oggetto l’ **“Adeguamento della struttura Ospedaliera San Giovanni di Dio di Agrigento all’aggiornamento della Regola Tecnica di Prevenzione incendi ai sensi del D.M. 19 marzo 2015**” -CUP: C42C16000150002

1. lo svolgimento di tali servizi/attività da parte del Operatore Economico comporta il trattamento, da parte di quest’ultimo, per conto dell’ASP di Agrigento, dei dati personali di interessati di cui l’ASP stessa è Titolare, meglio indicati in Allegato 1 (di seguito, “**Dati Personali**”);
2. l’Operatore Economico dichiara di possedere esperienza, competenze tecniche e risorse che gli consentono di mettere in atto misure tecniche e organizzative adeguate atte a garantire la conformità alla normativa in materia di tutela dei dati personali e la tutela degli interessati. Tali misure sono meglio indicate in Allegato 1;
3. l’Operatore Economico ha manifestato la propria disponibilità ad assolvere l’incarico di Responsabile del trattamento ai sensi del Regolamento Generale sulla Protezione dei Dati Personali (di seguito, “**GDPR**” o “**Regolamento**”);
4. il presente atto di nomina include il contenuto richiesto dall’art. 28 del GDPR;
5. l’Asp di Agrigento ed il Operatore Economico sono qualificati anche, nel prosieguo, rispettivamente, quali Titolare e Responsabile;

**Tutto ciò premesso (e costituendo le premesse parte integrante e sostanziale della presente lettera di nomina), fra le Parti si conviene e si stipula quanto segue**

1. **Oggetto**

Il Responsabile, per mezzo del suo Legale Rappresentante, che sottoscrive il presente atto di designazione, è nominato Responsabile del trattamento dei Dati Personali connesso all’erogazione dei servizi/attività oggetto del Contratto di cui in premessa.

1. **Obblighi del responsabile**

Fermo restando ogni altro obbligo previsto dalla normativa applicabile, il Responsabile si impegna a:

1. trattare i Dati personali esclusivamente per le finalità indicate nel presente Accordo, nonché per le finalità ulteriori che il Titolare dovesse eventualmente e successivamente indicare, e comunque esclusivamente per l’esecuzione del Contratto;
2. trattare i Dati personali in piena conformità alle istruzioni qui fornite da parte del Titolare ovvero, di quelle ulteriori che lo stesso dovesse, in futuro, ritenere opportuno fornire per la migliore e più efficiente esecuzione delle attività; le ulteriori istruzioni che dovessero essere fornite dal Titolare, saranno rese al Responsabile per iscritto o trasmesse al Responsabile a mezzo posta elettronica certificata;
3. garantire che tutte le persone agenti sotto la propria autorità alle quali sia consentito di accedere o anche trattare i Dati personali abbiano sottoscritto idoneo impegno, o siano altrimenti comunque adeguatamente vincolate, a mantenere totale riservatezza rispetto a tali dati e che, a tal fine, gli stessi agiscano sotto il costante controllo del Responsabile ed in conformità alle istruzioni da quest’ultimo fornite;
4. non consentire a terzi l’accesso ai Dati personali, se non in presenza di adeguati presupposti di liceità per tali ulteriori trattamenti;
5. tenere i Dati personali separati dai dati detenuti per conto di altri soggetti;
6. adottare idonea procedura di gestione delle violazioni della sicurezza da cui derivino, accidentalmente o in modo illecito, la distruzione, la perdita, la divulgazione non autorizzata o l’accesso ai Dati personali o, in alternativa, conformarsi e dare adeguata attuazione alla corrispondente policy che dovesse essere trasmessa da parte del Titolare, prestando in ogni caso la massima collaborazione nei confronti dello stesso al fine di eliminare o quantomeno ridurre al minimo gli impatti derivanti da eventi di questo tipo;
7. collaborare con il Titolare, limitatamente ai trattamenti relativi ai Dati personali, nell’assolvimento degli obblighi di:

* notifica delle violazioni di dati al Garante o ad altre autorità di controllo competenti e, laddove richiesto in ragione dell’elevato livello di rischio per i diritti e le libertà degli interessati, anche a questi ultimi;
* se necessario, esecuzione di idonea valutazione di impatto sulla protezione dei dati, oltre che nello svolgimento delle procedure di consultazione preventiva con il Garante o le altre autorità competenti;

1. al ricorrere dei presupposti, predisporre e mantenere costantemente aggiornato, in formato elettronico o cartaceo, un registro di tutte le Operazioni di trattamento svolte ai fini dell’esecuzione dell’Accordo, contenente in particolare:

i) i propri dati di contatto, oltre a quelli del Titolare e, ove applicabile, del proprio responsabile della protezione dei dati;

ii) le categorie dei trattamenti effettuati per conto del Titolare;

iii)una descrizione generale delle misure di sicurezza tecniche e organizzative adottate in conformità al presente atto di nomina e, più in generale, alla normativa applicabile;

1. mettere il Titolare al corrente, riguardo a qualsiasi richiesta di esercizio di diritti che il Responsabile dovesse ricevere da parte degli Interessati entro un termine massimo di 24 ore dal ricevimento della stessa;
2. segnalare al Titolare se le istruzioni ricevute comportano una violazione della Legge applicabile;
3. prestare al Titolare ogni necessaria collaborazione nell’assolvimento di richieste che dovessero pervenire dal Garante o da altre autorità competenti o in relazione a procedure o ispezioni che dovessero essere avviate nei confronti del Titolare, dando altresì immediata esecuzione alle istruzioni ricevute e fornendo copia di ogni documento richiesto.
4. **Misure di sicurezza**

L’individuazione e la predisposizione delle misure di sicurezza adeguate al rischio è posta in carico dal Regolamento anche al Responsabile, il quale adotterà le misure tecniche ed organizzative adeguate tenendo conto “dello stato dell’arte e dei costi di attuazione, nonché della natura, dell’oggetto, del contesto e delle finalità del trattamento, come anche del rischio di varia probabilità e gravità per i diritti e le libertà delle persone fisiche” (v. art. 32, par. 1 del Regolamento). Tali misure sono esplicitate in Allegato 1;

1. **Violazioni di dati personali (cd. “*Data Breach*”)**

Il Responsabile si impegna ad informare il Titolare tempestivamente entro e non oltre le 24 ore inviando una comunicazione a mezzo PEC all’indirizzo [dpo@pec.aspag.it](mailto:dpo@pec.aspag.it) -[protocollo@pec.aspag.it](mailto:protocollo@pec.aspag.it), dal momento in cui ne è venuto a conoscenza, fornendo tutte le indicazioni sulla violazione e a prestare ogni necessaria collaborazione al Titolare che, in relazione all’adempimento degli obblighi sullo stesso gravanti, deve notificare le suddette violazioni all’Autorità ai sensi dell’art. 34 del GDPR o di comunicazione della stessa agli interessati ai sensi dell’art. 34 del GDPR.

1. **Valutazione d’impatto (cd. “*Data Protecton Impact Assessment*”)**

Il Responsabile s’impegna fin da ora a fornire al Titolare, a far data dalla sottoscrizione del presente atto, ogni elemento utile all’effettuazione, da parte di quest’ultimo, della valutazione di impatto sulla protezione dei dati, qualora lo stesso sia tenuto ad effettuarla ai sensi dell’art. 35 del Regolamento, nonché ogni collaborazione nell’effettuazione della eventuale consultazione preventiva al Garante ai sensi dell’art. 36 del Regolamento stesso.

1. **Soggetti autorizzati al trattamento**

Il Responsabile è tenuto a identificare per iscritto i propri dipendenti deputati a trattare i Dati Personali di cui è Titolare l’ASP di Agrigento tramite apposite lettere di incarico, individuando l’ambito di trattamento consentito e fornendo loro le istruzioni idonee allo scopo, in particolare vincolandoli alla riservatezza su tutte le informazioni acquisite nello svolgimento della loro attività, anche per il periodo successivo alla cessazione del rapporto di lavoro.

Il Responsabile è tenuto, inoltre, a curarne la formazione, vigilare sul loro operato e a comunicarne al Titolare, su specifica richiesta, l’elenco aggiornato degli stessi.

1. **Amministratori di sistema**

Il Responsabile, ove presenti trattamenti informatici, si impegna a conformarsi al Provvedimento generale del Garante per la protezione dei dati personali del 27 novembre 2008 “*Misure e accorgimenti prescritti ai titolari dei trattamenti effettuati con strumenti elettronici relativamente alle attribuzioni delle funzioni di amministratore di sistema*”, così come modificato dal Provvedimento del Garante del 25 giugno 2009 “*Modifiche del provvedimento del 27 novembre 2008 recante prescrizioni ai titolari dei trattamenti effettuati con strumenti elettronici relativamente alle attribuzioni di amministratore di sistema e proroga dei termini per il loro adempimento*”, così come eventualmente modificato o sostituito dallo stesso Garante, e ad ogni altro pertinente provvedimento dell’Autorità.

Il Responsabile si impegna, in particolare, a:

1. designare quali amministratori di sistema le figure professionali dedicate alla gestione e alla manutenzione di impianti di elaborazione o di loro componenti con cui vengono effettuati trattamenti di Dati personali;
2. predisporre e conservare l’elenco contenente gli estremi identificativi delle persone fisiche qualificate quali amministratori di sistema e le funzioni ad essi attribuite;
3. comunicare periodicamente al Titolare l’elenco aggiornato degli amministratori dei sistemi;
4. verificare annualmente l'operato degli amministratori di sistema;
5. mantenere i file di log previsti in conformità a quanto previsto nel suddetto provvedimento.

**8. Rapporti con le autorità**

Il Responsabile, su richiesta del Titolare, si impegna a coadiuvare quest’ultimo nella difesa in caso di procedimenti dinanzi all’autorità di controllo o all’autorità giudiziaria.

**9.Istanze degli interessati**

Il Responsabile si obbliga ad assistere il Titolare ed a fornire ogni informazione e/o documento utile o opportuno per consentire al Titolare di evadere eventuali istanze degli interessati.

**10.Ulteriori obblighi**

Il Responsabile mette a disposizione del Titolare tutte le informazioni necessarie per dimostrare il rispetto degli obblighi di cui alla suddetta normativa e/o delle istruzioni del Titolare di cui al presente contratto di designazione e consente al Titolare del trattamento l’esercizio del potere di controllo e ispezione, prestando ogni necessaria collaborazione alle attività di audit effettuate dal Titolare stesso o da un altro soggetto da questi incaricato o autorizzato, con lo scopo di controllare l’adempimento degli obblighi e delle istruzioni di cui al presente contratto. Resta inteso che qualsiasi verifica condotta ai sensi del presente comma dovrà essere eseguita in maniera tale da non interferire con il normale corso delle attività del Responsabile e fornendo a quest’ultimo un ragionevole preavviso.

Il Responsabile si impegna altresì a:

1. effettuare almeno annualmente, se richiesto dall’ASP di Agrigento, un rendiconto in ordine all’esecuzione delle istruzioni ricevute dal Titolare (e agli adempimenti eseguiti) ed alle conseguenti risultanze;
2. collaborare, se richiesto dall’Asp Agrigento, con gli altri Responsabili del trattamento, al fine di armonizzare e coordinare l’intero processo di trattamento dei Dati Personali;
3. realizzare quant’altro sia ragionevolmente utile e/o necessario al fine di garantire l’adempimento degli obblighi previsti dalla normativa applicabile in materia di protezione dei dati, nei limiti dei compiti affidati con il presente atto di nomina;
4. informare prontamente il Titolare di ogni questione rilevante ai fini di legge, in particolar modo, a titolo esemplificativo e non esaustivo, nei casi in cui abbia notizia, in qualsiasi modo, che risulti violata la normativa in materia di protezione dei dati personali, ovvero che il trattamento presenti rischi specifici per i diritti, le libertà fondamentali e/o la dignità dell’interessato, nonché qualora, a suo parere, un'istruzione violi la normativa, nazionale o comunitaria, relativa alla protezione dei dati.

**11. Ulteriori responsabili**

Il Responsabile, previa autorizzazione scritta, specifica o generale del Titolare, potrà ricorrere ad altri responsabili (di seguito, “**Subresponsabili**”) per l'esecuzione delle attività di trattamento (o parte delle stesse) oggetto del presente contratto, imponendo agli stessi i medesimi obblighi in materia di protezione dei dati cui è soggetto il Responsabile, in particolare in relazione alle misure di sicurezza.

Il Responsabile si impegna espressamente ad informare di eventuali modifiche riguardanti l'aggiunta o la sostituzione degli ulteriori subresponsabili il Titolare, che avrà il diritto di opporsi a tali modifiche, comunicando la sua opposizione per iscritto entro 7 giorni dalla notifica da parte del Responsabile. Il Responsabile non ricorrerà ai subresponsabile nei cui confronti il Titolare abbia manifestato la sua opposizione.

**12. Manleva**

Le Parti, ognuna per quanto di competenza, si impegnano a mantenersi reciprocamente indenni da ogni contestazione, azione o pretesa avanzate nei loro confronti da parte degli interessati e/o di qualsiasi altro soggetto e/o Autorità a seguito di eventuali inosservanze alle disposizioni GDPR.

Resta inteso che, laddove il Responsabile abbia adempiuto integralmente ai compiti assegnatigli in forza del presente contratto ed alle obbligazioni del GDPR specificatamente dirette ai Responsabili, l’Asp di Agrigento risponderà comunque dei danni cagionati dal trattamento effettuato in violazione di legge, se ingiustificatamente rifiuta di effettuare i necessari interventi segnalati dal Responsabile e/o di adottare le misure dallo stesso suggerite.

**13. Durata**

La presente nomina decorre dalla data in cui viene sottoscritta dalle Parti ed è valida fino alla cessazione per qualunque motivo del Contratto e/o, comunque, dei servizi/attività sopra citati/e ovvero fino alla revoca anticipata per qualsiasi motivo da parte del Titolare (anche per il venir meno dei requisiti di cui al comma 3 della premessa, su cui si basa la presente designazione e il cui possesso da parte del Responsabile esterno del trattamento è presupposto indispensabile), fermo restando che, anche successivamente alla cessazione del Contratto o delle attività/servizi o alla revoca, il Responsabile dovrà mantenere la massima riservatezza sui dati e le informazioni relative al Titolare delle quali sia venuto a conoscenza nell’adempimento delle sue obbligazioni.

Il Responsabile, all’atto della scadenza del Contratto e/o dei servizi o, comunque, in caso di cessazione (per qualunque causa) dell’efficacia del presente atto di designazione, salvo la sussistenza di un obbligo di legge o di regolamento nazionale e/o comunitario che preveda la conservazione dei Dati Personali, dovrà interrompere ogni operazione di trattamento degli stessi e dovrà provvedere, a scelta del Titolare, all’immediata restituzione allo stesso dei Dati Personali oppure alla loro integrale cancellazione, in entrambi i casi rilasciando contestualmente un’attestazione scritta che presso lo stesso Responsabile non ne esiste alcuna copia. In caso di richiesta scritta del Titolare, il Responsabile è tenuto a indicare le modalità tecniche e le procedure utilizzate per la cancellazione/distruzione.

14. **Disposizioni finali**

Per tutto quanto non previsto dal presente atto di nomina si rinvia alle disposizioni generali vigenti ed applicabili in materia protezione dei dati personali.

|  |  |  |
| --- | --- | --- |
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|  |
| --- |
| **IL TITOLARE DEL TRATTAMENTO**  **Il Legale Rappresentante Asp Agrigento** |
|  |
| Per accettazione  **IL RESPONSABILE DEL TRATTAMENTO** |
|  |

**ALLEGATO 1**

**AMBITO del TRATTAMENTO**

Il presente allegato costituisce parte integrante della nomina a responsabile.

**Categorie di interessati** (indicare le categorie quali: dipendenti, clienti, fornitori, ecc.)

1. …
2. …
3. …

**Tipo di Dati Personali oggetto di trattamento** (indicare se dati comuni, categorie particolari, dati relativi a condanne penali e reati)

1. …
2. …
3. …

**Natura e finalità del trattamento**

1. …
2. …
3. …

**Misure tecniche e organizzative adottate**

1. …
2. …
3. …

**Durata del trattamento**

1. …
2. …

**Eventuali sub-responsabili**

1. …
2. …